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Information Safety Policy

Our Information Safety Policies as Egis Tünel İşletmeciliği, which operates Eurasia Tunnel, are,

 
 To manage information assets, to determine the security values, needs and risks of  
 assets, to develop and implement controls for security risks,,

 Defining the framework in which information assets, values, security needs,   
 vulnerabilities, threats to assets and methods for determining the frequency of  
 these threats,

 Defining the framework for evaluating the privacy, integrity, and accessibility  
 effects of threats on assets,

 To reveal working principles for the processing of risks,

 To constantly monitor the risks by reviewing the technological expectations in the  
 context of the scope of service,

 To provide information security requirements arising from national or international  
 regulations to which it is subject, fulfilling legal and relevant legislation   
 requirements, meeting its obligations arising from agreements, and Company  
 responsibilities towards related parties,

 To reduce the impact of information security threats to service continuity and to  
 contribute to continuity,

 To have the competence to rapidly intervene in information security incidents that  
 may occur and to minimize the impact of the event,

 Maintaining and improving the level of information security with a cost-effective  
 control infrastructure,

 To improve the reputation of the Company and protect it from negative effects  
 based on information security.
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